Identity Theft - 12 Step Checklist
1. _______
Document any steps you take to resolve the fraud.

Use the sample “ID Theft Resolution Tracking Chart.”


2. _______
Contact one of the three Credit Bureaus to report the fraud.

Ask them to place a Fraud Alert on your credit report.  

Refer to the “ID Theft Contact Information” document.

(As soon as your fraud alert has been confirmed, the other two credit bureaus will 
be notified to place fraud alerts.)


3. _______
Obtain a copy of your Credit Report from each of the three Credit Bureaus.
If negative information appears on your report which is due to the identity theft, 
you may request that the information be blocked from your file.

4. _______
File a report with your local Police Department.

5. _______
Complete the ID Theft Fraud Affidavit.


6. _______
Contact financial institutions for any accounts where fraud occurred.

Contact any new accounts which were fraudulently opened.  
Notify them of the fraud and ask these financial institutions to contact any Deposit Verification Services they use (NCPS, Chex, etc.) to notify them of the fraud.  You may also prevent businesses from reporting information about you to the credit bureaus if you believe the information is a result of identity theft.

7. ______
Send written confirmation of the conversation to each financial institution 
via Certified Mail.  Include:

- A copy of the Completed ID Theft Affidavit, and
- A copy of the Police Report
You may also need to complete an additional Fraud Dispute Form if required by your financial institution.

8. _______
Close any accounts and related services in which fraud has occurred

(such as ATM, Debit cards, internet banking, etc.)


9. _______
Close any checking accounts if checks have been stolen or misused.  

Contact the major Check Verification Companies and ask that retailers who use their database not accept the stolen checks. Refer to the “ID Theft Contact Information” document.
10. _______
File a complaint with the FTC.  Refer to the “ID Theft Contact Information” document.

11. _______
Monitor account activity and review your statements each month, including any

existing accounts which were not closed due to fraud, and any new accounts you open.


12. _______
Request an annual copy of your Credit Report from each of the three Credit Bureaus 
and verify the information is correct.

